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#sudo zypper update

#zypper ps -s

#sudo zypper install apache2

#

#ALL Firewall rules

<http://docs.adaptivecomputing.com/9-1-1/MWS/Content/topics/hpcSuiteInstall/additionalConfig/openPorts.htm>

#SHELL SCRIPTING LINK

<https://github.com/techtutorials/shell-scripting-tutorial>

Commands Used:

17 2019-08-02 13:22:20 systemctl status apache2

21 2019-08-02 13:33:28 iptables -L

23 2019-08-02 13:36:31 sudo systemctl restart apache2

25 2019-08-02 13:38:26 systemctl status apache2

26 2019-08-02 14:06:20 cd /srv/www/htdocs/

27 2019-08-02 14:06:22 ls

28 2019-08-02 14:06:25 cat index.html

29 2019-08-02 14:06:39 curl http://localhost

40 2019-08-02 14:13:10 sudu zypper install httpd

41 2019-08-02 14:13:14 sudo zypper install httpd

42 2019-08-02 14:16:02 systemctl start apache2.service

43 2019-08-02 14:16:15 systemctl status apache2

44 2019-08-02 14:16:29 curl http://localhost

45 2019-08-02 14:21:38 systemctl disable firewall

46 2019-08-02 14:21:50 systemctl disable firewall`d

47 2019-08-02 14:21:56 systemctl disable firewalld

48 2019-08-02 14:22:11 systemctl disable firewall2

49 2019-08-02 14:22:33 systemctl stop firewalld

50 2019-08-02 14:23:37 systemctl disable SuSEfirewall2.service

51 2019-08-02 14:23:45 systemctl status SuSEfirewall2.service

52 2019-08-02 14:24:02 systemctl stop SuSEfirewall2.service

53 2019-08-02 14:24:03 systemctl status SuSEfirewall2.service

54 2019-08-02 14:24:10 systemctl disable SuSEfirewall2.service

55 2019-08-02 14:24:12 systemctl status SuSEfirewall2.service

56 2019-08-02 14:31:34 clear

57 2019-08-02 14:31:45 firewall-cmd

58 2019-08-02 14:32:15 firewall-cmd --zone=public --permanent --add-post=80/tcp

59 2019-08-02 14:32:38 cnf firewall-cmd

60 2019-08-02 14:32:50 zypper install firewall

61 2019-08-02 14:33:30 systemctl start SuSEfirewall2.service

62 2019-08-02 14:33:35 systemctl status SuSEfirewall2.service

63 2019-08-02 14:33:47 zypper install firewalld

64 2019-08-02 14:33:58 ls

65 2019-08-02 14:34:14 firewall-cmd

66 2019-08-02 14:34:41 firewall-cmd --zone=public --permanent --add-port=80/tcp

67 2019-08-02 14:35:06 systemctl restart firewalld

68 2019-08-02 14:35:08 firewall-cmd --zone=public --permanent --add-port=80/tcp

69 2019-08-02 14:35:23 systemctl stop SuSEfirewall2.service

70 2019-08-02 14:35:34 systemctl status firewalld

71 2019-08-02 14:35:50 firewall-cmd --zone=public --permanent --add-port=8080/tcp

72 2019-08-02 14:35:55 firewall-cmd --zone=public --permanent --add-port=443/tcp

73 2019-08-02 14:36:36 systemctl restart firewalld

74 2019-08-02 14:36:44 ls

75 2019-08-02 14:41:24 iptables

76 2019-08-02 14:42:49 ifconfig

77\* 2019-08-02 14:42:57

78 2019-08-02 14:43:01 cnf ifconfig

79 2019-08-02 14:46:03 ifstatus

80 2019-08-02 14:46:41 ifroute

81 2019-08-02 14:47:26 cat /etc/sysconfig/network/ifcfg-eth0

82 2019-08-02 14:47:36 cat /etc/sysconfig/network/ifcfg-lo

83 2019-08-02 14:47:50 cat /etc/sysconfig/network/ifcfg.template

84 2019-08-02 14:47:58 cat /etc/sysconfig/network/ifcfg-eth0

85 2019-08-02 14:50:16 vi /etc/sysconfig/SuSEfirewall2

86 2019-08-02 14:53:52 systemctl restart SuSEfirewall2

87 2019-08-02 14:54:01 systemctl satus SuSEfirewall2

88 2019-08-02 14:54:08 systemctl status SuSEfirewall2

89 2019-08-02 14:54:25 systemctl status firewalld

90 2019-08-02 14:54:35 systemctl stop firewalld

91 2019-08-02 14:54:41 systemctl disable firewalld

92 2019-08-02 15:00:32 vi /etc/sysconfig/SuSEfirewall2

93 2019-08-02 15:01:50 systemctl status SuSEfirewall2

94 2019-08-02 15:01:59 systemctl restart SuSEfirewall2

95 2019-08-02 15:02:55 iptables -L

96 2019-08-02 15:05:26 iptables -A INPUT -p tcp --dport 80 -j ACCEPT

97 2019-08-02 15:05:35 service iptables save

98 2019-08-02 15:05:46 iptables -L

99 2019-08-02 15:07:00 restart

100 2019-08-02 15:09:07 service iptables restart

101 2019-08-02 15:09:15 systemctl restart iptables

102 2019-08-02 15:09:25 systemctl restart iptables.service

103 2019-08-02 15:09:32 iptables

104 2019-08-02 15:09:37 iptables -h

105 2019-08-02 15:10:33 systemctl stop SuSEfirewall2

106 2019-08-02 15:10:55 iptables -A INPUT -p tcp --dport 80 -j DROP

107 2019-08-02 15:11:17 iptables -A INPUT -p tcp --dport 80 -j ACCEPT

108 2019-08-02 15:11:58 iptables -A INPUT -p tcp --dport 80 -j ACCEPT -F

109 2019-08-02 15:12:44 iptables -L

110 2019-08-02 15:13:56 iptables -D INPUT -p tcp --dport 80 -j DROP

111 2019-08-02 15:21:23 clear

112 2019-08-02 15:22:20 ls

113 2019-08-02 15:34:47 vi myscript.sh

114 2019-08-02 15:35:25 bash myscript.sh

115 2019-08-02 15:35:28 vi myscript.sh

116 2019-08-02 15:36:14 bash myscript.sh

117 2019-08-02 15:36:42 history

118 2019-08-02 15:37:02 history >> mycommands.txt